Welcome to Passky! Thank you for visiting our website and your interest in our company and services. Data protection and data security are very important to us.

For your further visits to our website, we would like to inform you about data collection, processing and use when visiting and using our service. As well as objection, revocation and other rights to which you are entitled as a person affected by data collection and use.

In principle, we will only use your personal information in accordance with the applicable data protection laws, in particular Wyoming’s Data Protection Requirements, the General Data Protection Regulation ("GDPR"), and only as described in this privacy policy. If you are a Citizen of the European Union, please also refer to our GDPR Compliance Statement.
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Rabbit Company LLC
1603 Capitol Avenue, Suite 413A,
Cheyenne, WY, Laramie, 82001,
United States

Web: www.passky.org
E-mail: info@passky.org

Twitter: https://twitter.com/RabbitCompany66
GitHub: https://github.com/Rabbit-Company
Discord: https://discord.com/invite/tCCjnuQ2Pn

What is personal information?
Personal information in this sense are all individual details about personal or factual circumstances of an identified or identifiable natural person, such as your name, your telephone number, your address, and other information that you provide when you use my website and services or when you contact me about them.

What data do we collect?
When you participate in, access, request or use to any of our services, or online content through our social media presences we receive personal information about you which we use to provide these services. This may consist of data such as your name, email address. In particular:

i) when you access our website
We, collect data on every access to our website. The access data (log file) includes the name of the website accessed, file, date and time of access, amount of data transferred, notification of successful access, browser type and version, the user's operating system, referrer URL (the previously visited page), IP address and the requesting provider

ii) when contacting us
When contacting us (e.g., via e-mail or social media), your details are processed for the purpose of handling the request and its processing and may include your Name, E-mail address and other contact details, if you provide them.

iii) when you register for an account
On our website, we offer you the opportunity to register by providing personal information and non-personal information, in particular your email address. The data is entered in the registration form is transmitted to us and stored. Registration is necessary in order to set up your account, which you can
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use to access our services. You can delete your account at any time on our website either by using the delete function in your account or by contacting us.

iv) when you use our Services
We collect, process, and use the information you provide in the context of your use of our services this may include personal information and non-personal information. We store the information you provide for the period of processing and handling the contract between you and us. After the contract between us is terminated or expires, your data will be deleted. Data that we are required to store due to legal, statutory or contractual retention obligations will be blocked instead of being deleted to prevent it being used for other purposes. The processing of the data serves the fulfillment of the contract with you.

Please note when using our services, you become the data controller and we become the data processor in accordance with Art. 28 of the GDPR, for further information please refer to our Data Processing Addendum.

v) payment transactions
We do not collect or store any payment transaction information such as credit card numbers or bank details during the payment process. You only provide this information directly to the respective payment service provider.

vi) administration and financial accounting of donations and affiliate supports.
We process data in the context of donations and affiliate supports as well as organization of our operations, financial accounting, and compliance with legal obligations, such as archiving.

vii) use of cookies
We use so-called cookies on our website. Cookies are small text files that are stored on your respective device (PC, smartphone, tablet, etc.) and saved by your browser. For further information please refer to our Cookie Policy.

On what grounds do we use Personal information?
We use your Personal information for the following purposes and on the following grounds:

- on the basis of fulfilling our contract,
- on the basis of your consent,
- on the basis of legal obligations,
- on the basis of our legitimate interest, or
- on the basis of establishing, exercising or defending our legal rights.

When do we disclose your Personal information?
We disclose your Personal information in response to your business inquiry or your request for information within our Company in order to provide the best service possible and within our legitimate interest.

We may share your information with organizations that help us provide the services described above and who may process such data on our behalf and to support this website and our services. For example, with our legal other professional advisors.

We may disclose personal information in other circumstances such as when you agree to it or if the law, a Court order, a legal obligation or regulatory authority ask us to. If the purpose is the prevention of fraud or crime or if it is necessary to protect and defend our right, property or personal safety of our staff, the website and its users.
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Data retention
We will only retain your personal information for as long as necessary to fulfill the purposes we collected it for, including for the purposes of satisfying any legal, accounting, or reporting requirements.

Your Rights
You have the right to:
- information about the processing of your personal information,
- obtain access to the personal information held about you,
- ask for incorrect, inaccurate or incomplete personal information to be corrected, or
- request that personal information be erased when it’s no longer needed or if processing it is unlawful.

To exercise any of your rights, or if you have any questions or complaints about our use of your Personal information, please contact us using the details provided below.

Controls For Do-Not-Track Features
Most web browsers and some mobile operating systems and mobile applications include a Do-Not-Track (‘DNT’) feature or setting you can activate to signal your privacy preference not to have data about your online browsing activities monitored and collected. At this stage no uniform technology standard for recognizing and implementing DNT signals has been finalized. As such, we do not currently respond to DNT browser signals or any other mechanism that automatically communicates your choice not to be tracked online. If a standard for online tracking is adopted that we must follow in the future, we will inform you about that practice in a revised version of this privacy notice.

Do Not Sell My Personal Information
We do not sell information that directly identifies you, like your name, address, social security number, banking information, or phone records. In fact, we do not even share that type of information except with service providers who can use the information solely to provide a service on our behalf, when a consumer directs us to share the information. If applicable, you can choose whether you want this sharing or not. Remember, we don’t sell data that directly identifies you unless we have your explicit permission, no matter what choice you make.

How do we protect your Personal information?
We protect your data using state of the art technical, and physical safeguards and operate a firm system of policies, confidentiality agreements, digital safeguards, and procedures to ensure the highest level of administrative protection.

The data we collect from you may be stored, with appropriate technical and organizational security measures applied to it, on our servers. In all cases, we follow generally high data protection standards and advanced security measures to protect the personal information submitted to us, both during transmission and once we receive it.

Automated decision-making and profiling
We do not use automation for decision-making and profiling

Personal information and children
The services available on our Platform are aimed at people aged 18 and over. We will not knowingly collect, use or disclose personal information from minors under the age of 18 without first obtaining consent from a legal guardian through direct offline contact. The parent or guardian will be provided with (i) information about the specific type of personal information being collected from the minor, (ii) the purpose for which it will be used, and (iii) the opportunity to object to any further collection, use or storage of such information. We comply with youth protection laws.
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Accuracy
It is important that the data we hold about you is accurate and current, therefore please keep us informed of any changes to your personal information.

Updating your information
If you believe that the information, we hold about you is inaccurate or that we are no longer entitled to use it and want to request its rectification, deletion, or object to its processing, please do so within your user account or by contact us. For your protection and the protection of all of our users, we may ask you to provide proof of identity before we can answer the above requests.

Keep in mind, we may reject requests for certain reasons, including if the request is unlawful or if it may infringe on trade secrets or intellectual property or the privacy of another user. Also, we may not be able to accommodate certain requests to object to the processing of personal information, notably where such requests would not allow us to provide our service to you anymore.

Data Breaches/Notification
Databases or data sets that include Personal information may be breached inadvertently or through wrongful intrusion. Upon becoming aware of a data breach, we will notify all affected individuals whose Personal information may have been compromised, and the notice will be accompanied by a description of action being taken to reconcile any damage as a result of the data breach. Notices will be provided as expeditiously as possible after which the breach was discovered.

Changes
This Privacy Policy and our commitment to protecting the privacy of your personal information can result in changes to this Privacy Policy. Please regularly review this policy to keep up to date with any changes.

Who should I contact for more information?
If you have any questions or comments about our Privacy Policy or wish to exercise your rights under applicable laws, please contact us using the following contact details:

Passky
Rabbit Company LLC
1603 Capitol Avenue, Suite 413A,
Cheyenne, WY, Laramie, 82001
United States

Web: www.passky.org
E-mail: info@passky.org

Twitter: https://twitter.com/RabbitCompany66
GitHub: https://github.com/Rabbit-Company
Discord: https://discord.com/invite/tCCjnuQ2Pn
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